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Identity and Access Management
Analyst

Phone :
Web :

Job Summary

Vacancy :
Deadline : Jan 01, 1970
Published : Aug 03, 2024
Employment Status : Full Time
Experience : 3 - <5 Years
Salary :
Gender : Any
Career Level : Mid Level
Qualification : Bachelor's degree

Job Description

As an Identity and Access Management Analyst, you will play a crucial role in implementing and managing
the SailPoint IdentityNow platform. Your responsibilities include analyzing access controls, defining IAM
policies, and collaborating with cybersecurity teams. This role requires expertise in scripting, risk
assessments, and integrating SailPoint with other cybersecurity tools. Join us if you're passionate about
cybersecurity, IAM, and seeking an opportunity to enhance enterprise-level security.
Responsibilities:
• Collaborate with cybersecurity teams to implement and manage SailPoint IdentityNow platform.
• Analyze and define access controls, policies, and procedures for Identity and Access Management (IAM).
• Conduct risk assessments and provide recommendations to enhance IAM security.
• Design and implement SailPoint workflows for user provisioning, de-provisioning, and access requests.
• Monitor and respond to IAM-related security incidents and vulnerabilities.
• Work closely with IT teams to integrate SailPoint with other cybersecurity tools and systems.
Requirements & Experience:
• Bachelor's degree in Cybersecurity, Information Technology, or related field.
• Minimum of 3 years of hands-on experience with SailPoint IdentityNow.
• Strong understanding of IAM principles and cybersecurity best practices.
• Experience in scripting and automation for IAM processes.
• Knowledge of regulatory requirements related to IAM.
• Must-Have: SailPoint IdentityNow certification.
• Proficiency in Java or BeanShell scripting.

Education & Experience

Must Have
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Educational Requirements

Bachelor's degree

Compensation & Other Benefits


