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SailPoint Security Engineer

Phone :
Web :

Job Summary

Vacancy :
Deadline : Jan 01, 1970
Published : Aug 03, 2024
Employment Status : Full Time
Experience : 5 - <10 Years
Salary :
Gender : Any
Career Level : Top Level
Qualification : Bachelor's degree

Job Description

We're looking for a skilled SailPoint Security Engineer to join our team. In this role, you will be responsible
for implementing and maintaining SailPoint IdentityNow solutions. You'll collaborate with cross-functional
teams, troubleshoot issues, and conduct access reviews. If you have a strong background in
cybersecurity, SailPoint IdentityNow, and enjoy working on complex IAM solutions, we invite you to apply.
Responsibilities:
• Implement and maintain SailPoint IdentityNow solutions for enterprise-scale IAM.
• Work with cross-functional teams to design and deploy IAM solutions.
• Conduct periodic access reviews and certifications.
• Troubleshoot and resolve issues related to SailPoint IAM platform.
• Collaborate with stakeholders to understand business requirements for IAM.
Requirements & Experience:
• Bachelor's degree in Computer Science, Cybersecurity, or related field.
• 4+ years of experience in SailPoint IdentityNow implementation and administration.
• Proficient in Identity and Access Management concepts.
• Strong understanding of cybersecurity principles and best practices.
• Experience with scripting languages (e.g., PowerShell, Python).
• Must-Have: SailPoint IdentityNow certification.
• Experience in integrating SailPoint with Active Directory.

Education & Experience

Must Have
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Educational Requirements

Bachelor's degree

Compensation & Other Benefits


